STUDY GUIDE
IS 200 b.  ICS FOR SINCLE RESOURCES & INITIAL ACTION INCIDENTS
PURPOSE:  This course is designed to enable personnel to operate efficiently during an incident or event within the Incident Command System (ICS).  This course focuses on the management of single resources.

COURSE OBJECTIVES:

1. Have the ability to describe the ICS organization appropriate to the complexity of the incident or event.

2. Have the ability to use ICS to manage an incident or event.

UNIT 1 – Course Overview.

· ICS is a standardized management tool for meeting the demands of small or large emergency or nonemergency situations.  It represents “best practices” and is the standard f or emergency management across the nation.  ICS can be used for planned events, natural disasters and acts of terrorism.

· ICS is a key feature of the National Incident Management System (NIMS)

· ICS is more than an organizational chart, it is an entire management system.

· Features of ICS include:

1. STANDARDIZATION –

a. Common Terminology

2. COMMAND –

a. Establishment and transfer of command

b. Chain of command 

c. Unity of command

                  3.    PLANNING/ORGANIZATIONAL STRUCTURE - 



         a.    Management by objectives



         b.    Incident Action Plan (IAP)

                                 c.    Modular organization

                                 d.    Manageable span of control

                  4.    FACILITIES & RESOURCES –

                                  a.    Comprehensive resource management

                                  b.    Incident locations and facilities

                  5.    COMMUNICATIONS/INFORMATION MANAGEMENT –

                                  a.    Integrated communications

                                  b.    Information and intelligence management

                  6.    PROFESSIONALISM –

                                  a.    Accountability

                                  b.    Dispatch/Deployment

UNIT 2 – LEADERSHIP & MANAGEMENT

· Command is the act of directing, ordering or controlling by virtue of explicit statutory, regulatory or delegated authority.
IS 200.b. Study Guide

Page 2

Unit 2 continued…

· The agency or jurisdiction with the regulatory authority commands the incident.  Typically, the local jurisdiction retains command authority even with state and federal assistance.

· Coordination is a multiagency process that allows all levels of government and all disciplines to work together more efficiently and effectively.

· Chain of command refers to the orderly line of authority within the ranks of the incident management organization.

· Unity of command means that every individual has a (1) designated supervisor to whom they report at the scene of an incident.  Unity of command clears up many of the potential communication problems encountered in managing incidents by maintaining formal communication relationships only with one’s immediate supervisor.  Unity of command is implemented in ALL incidents, regardless of size and scope. (Unity of command is different than “unified” command)
· Unified command is a management structure used in multijurisdictional or multiagency incidents.  Unified command allows all responsible agencies to manage an incident together, by establishing a common (1) set of objectives and strategies within a common system and organizational framework. Unified command is not implemented in all incidents. Under unified command, each person still only has one supervisor (unity of command).
· Formal and Informal Communication relationships are both used in ICS.  Formal communication allows the Incident Commander and other supervisors to directly manage the incident or event more efficiently due to a decrease in time spent directing and communicating people outside their direct authority.  Formal communication should be used when receiving and giving work assignments, requesting resources and reporting progress of assigned tasks.  Informal communication is used only to exchange incident information only and does not involve tasking work assignment or requests for additional resources.

· Leadership is an essential element of successful incident management.  Incident response requires that tasks be executed under dangerous, stressful circumstances and leadership provides purpose, direction and motivation.
· The top priority within ICS leadership responsibilities is ensuring safe work practices.  Ensuring the safety of all incident personnel is the first duty of ICS leadership.  A good operational leader will also take command of assigned resources, motivate with a “can do safely” attitude and demonstrate initiative by taking action in the absence of orders, timely and with sound decisions.
· Common operational leadership responsibilities include communicating by giving specific instructions and asking for feedback, supervising the scene of action, evaluating the effectiveness of a plan and the organizational structure to meet the needs of the incident and understanding and accepting the need to modify plans or instructions according to the needs of the incident.
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Unit 2 continued

· Duty is how you value your job.  Duty begins with everything required of you by law and policy.  It involves taking charge within your scope of authority, being prepared to step out of a tactical role to assume a leadership role, being proficient at your job, making sound and timely decisions and ensuring that tasks are understood, supervised and accomplished.  To demonstrate your commitment to duty, one should give 100% to the job, be ethical in your actions, be an effective team player and act with integrity.

· Respect is built by knowing your subordinates and looking out for their wellbeing, regardless of their level of ability.  Subordinates should be kept informed with accurate and timely briefings including the intent (reason) for assignments. Build the team – consider the experience, fatigue and physical limitations of all members when accepting assignments.

· Integrity is how you value yourself, know yourself and seek self improvement.  Integrity is demonstrated by seeking responsibility and accepting responsibility for your actions and giving credit to subordinates for their good performance.

· Incident management assessment is an important leadership responsibility.  Assessment methods include after action reviews, post incident analysis, debriefing, post incident critique and mitigation plans.  Assessment is a requirement of NIMS and requires that corrective action plans be developed and designed to implement procedures that are based on lessons learned.

· Common terminology is an ICS tool that allows diverse incident management and support entities to work together across a wide variety of incident management functions.  Common terminology covers organizational functions, incident facilities, resource descriptions and position titles.
· Span of control is key to effective and efficient incident management. Maintaining an effective span of control is important because personnel safety and accountability are a priority.  ICS span of control for any supervisor is between 3 and 7, and optimally does not exceed 5 subordinates.  Monitoring the span of control in the ICS organization is a major responsibility of the Incident Commander.  The type and complexity of the incident or event, along with the nature of the response, task, distance and hazard all influence the ideal span of control. Managing span of control is accomplished by organizing resources into Sections, Branches, Groups, Divisions, Units or Teams when the supervisor-to-subordinate ratio exceed 7 or reorganizing or demobilizing when the ratio falls below 3.

· Common terminology is used to describe the various layers of the ICS organization.  Section is the organizational level having functional responsibility for primary segments of incident management (Operations Section, Planning Section, Logistics Section and Finance/Administration Section)  The Section level is organizationally between the Incident Commander and the Branch level.  
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Unit 2 continued

Branches can have either functional (Fire Branch, Law Branch, Medical Branch) or geographical (Branch I, Branch II) responsibility for major parts of incident operations.  Branches can be established in both the Operations Section or Logistics Section (Service Branch and Support Branch) A Branch is the organizational level between the Section and Divisions/Groups/Units or Teams. Divisions are within the Operations Section and are used to define a geographic area.  The organizational level of a Division is between the Branch or Operations Section if no Branch is established, and the Strike Team/Task Force or Single Resources.  Groups are established to divide the incident into functional areas of operation.  Groups are located within Branches or Divisions in the Operations Section and are comprised of the resources (singe, task force or strike team) assigned to the function (structure protection group, transportation group, perimeter control group). Units are the organizational element having functional responsibility for a specific incident activity within a Section (Planning Section, Logistics Section or Finance/Administration Section).
· Incident command and single resource(s) are required components on every incident, regardless of how small.  95% of all incidents are small and only requires these two components.  ICS provides a flexible core mechanism allowing expansion by adding supervisory layers to the organizational structure as needed.

· Incident resources are only in one of three forms:  single resource, task force or strike team.  A single resource is an individual or individual piece of equipment or an established crew with an identified work supervisor (hand crew).   A task force is a group of resources with common communications and a leader that are formed to complete a specific type of task.  They do not have to be the same kind or type of resource.  A strike team is a specified combination of the same kind and type of resource with common communications and a leader.  The number of resources under the leader must be within the span of control, and is usually 5 (a strike team leader supervising 5 engines).

· Position titles are common terminology within ICS and the distinct title identifies the supervisory level within the organization and the individual’s primary responsibility.  The use of distinct titles for ICS positions allows for filling positions with the most qualified individuals rather than by seniority or agency rank.  The title immediately identifies the level within the chain of command and the formal and informal lines of communication.
	Organizational Level 
	Title
	Support Position

	Incident Command 
	Incident Commander
	Deputy

	Command Staff
	Officer
	Assistant

	General Staff (Section)
	Chief
	Deputy

	Branch
	Director
	Deputy

	Division/Group
	Supervisor
	N/A

	Unit
	Leader
	Manager (facility)

	Strike Team/Task Force
	Leader
	Single Resource Boss
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Unit 2 continued
· Deputy positions can be assigned to the following organizational levels: Incident Command, General Staff (Section) and Branch.
· A Deputy must be qualified for the position and equally capable of assuming responsibility for the position.
UNIT 3 – DELEGATION OF AUTHORITY & MANAGEMENT BY OBJECTIVES 

· Authority is a right or obligation to act on behalf of a jurisdiction, agency or department (in the protection of life and property). Within the scope of ICS, an Incident Commander’s scope of authority is derived from existing laws and agency policies, procedures, and/or through a delegation of authority from the agency administrator or elected official.
· Delegation of authority is the process for granting authority to carry out specific functions to someone other than the person with the authority.  Delegation of authority can be issued in writing or verbally and allows the incident commander to assume command.  Delegation of authority does not relieve the granting is not needed with if the Incident Commander is acting within his/her existing authorities, but may be needed when the incident scope is complex or beyond existing authorities.

· A delegation of authority should include the legal and financial authorities and restrictions, jurisdiction/agency priorities, political implications, reporting and communication requirements, demographic issues, a plan for public information management and a timeframe specifying when the authority ends and how demobilization conditions will be met. 
· The scope of authority for the Incident Commander allows for the establishment of incident objectives and the acquisition of jurisdiction/agency resources. The Incident Commander must have the authority to establish an ICS structure adequate to protect the safety of responders and citizens, to control the spread of damage, and to protect the environment.
· Management by objectives is a key principle of ICS.  ICS IS managed by objectives that are communicated throughout the entire ICS organization.  Incident objectives are determined during the incident planning process.  Management by objectives includes establishing overarching objectives, issuing assignments, plans, procedures and protocols.  Objectives are specific and have measureable outcomes and provide supervisors with a tool for directing and evaluating incident activities (What, how well, by when and with what resources/tools).
· There are 6 important steps for establishing and implementing objectives:
1. Understand agency policy and direction.
2. Assess the incident situation.

3. Establish incident objectives.

4. Select appropriate strategy or strategies to achieve objectives.

5. Perform tactical direction.

6. Provide necessary follow up.
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Unit 3 continued…
· A size-up is done by the first responder to arrive on scene to set the immediate incident objectives. A size-up identifies the nature and magnitude of the incident.  The hazards and safety concerns are further identified.  Resource needs are determined and the location of an Incident Command Post and Staging Area is determined.

· Overall incident objectives are always based on the following three priorities:

1. First priority:  LIFE SAFETY

2. Second priority:  INCIDENT STABILIZATION
3. Third priority:  PROPERTY PRESERVATION
· An Incident Action Plan (IAP) is prepared prior to each operational period.  The IAP includes what must be done, who is responsible, how information will be communicated and how to handle injuries of incident personnel.  An Operational Period is the period of time scheduled for execution of a given set of tactical objectives (work period for incident personnel) and is based on the nature of the incident.  For example, a hazardous materials incident requiring personnel to work in encapsulated protective clothing may establish an operational period of 1-4 hours, whereas a wild land fire may establish a 12 or 24 hour operational period.  12 and 24 hour periods are the norm for managing incidents using ICS.
· Preparedness plans and agreements should be in place and Command and General Staff personnel should have a working knowledge of their contents.  Plans include Emergency Operations Plans (EOP), Standard Operating Procedures (SOP) and guidelines (SOG), and represent agency policies. Agreements include plans for mutual aid and mutual assistance between jurisdiction/agencies.  There are local, state and federal levels of agreements.  States can participate in mutual aid through the Emergency Management Assistance Compact (EMAC).  Federal agencies offer mutual aid and assistance to each other and to states, tribes and territories under the National Response Framework (NRF).
UNIT 4 – FUNCTIONAL AREAS & POSITIONS

· See ISC Organizational Components attachment (Page 4-6 – April 2008)
· The ICS Organization includes a Command Staff, General Staff and Branches, Divisions, Groups, Teams, Units and single resources.

· The Command Staff consists of the following four (Officer) positions:

1. Incident Commander (IC) (All incidents must have an Incident Commander.  The incident commander assumes responsibility for all ICS positions unless they are delegated.  Upon arriving at an incident the higher ranking person will either assume command, maintain command as is, or reassign command to a third party. The Incident Commander develops the incident objectives in which subsequent incident action planning will be based. The Incident Commander approves the Incident Action Plan (IAP) and all requests pertaining to ordering and releasing incident resources.
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Unit 4 continued…
2. Public Information Officer (PIO).  The PIO is responsible for interfacing with the media and public on incident related information requirements.  The PIO develops accurate and complete briefings and releases.  The Incident Commander must approve the release of all incident-related information.

3. Safety Officer.  The Safety Officer monitors incident operations and advises the Incident Commander on all matters relating to operational safety, including the health and safety of emergency responder personnel.  The Safety Officer has emergency authority to stop and/or prevent unsafe acts during incident operations.  Safety issues must be closely coordinated with the Operations Section Chief, Planning Section Chief and Logistics Section Chief (Medical Unit Leader).  Hazardous Materials Incidents are required by law to have a Safety Officer.
4. Liaison Officer.  The Liaison Officer is the point of contact for representatives of other governmental agencies, non-governmental organizations and/or private entities.  Representatives from assisting or cooperating agencies and organizations coordinate through the Liaison Officer.  Representatives from these other agencies and organizations must have the authority to speak for their parent agency/organization, and are referred to as the Agency Representative.
· The General Staff consists of the following four (Chief) positions:

1. Operations Section Chief (OPS).  The Operations Section Chief is responsible to the Incident Commander for the direct management of incident-related operational activities.  The Operations Section Chief is responsible for determining the appropriate tactics for an incident AND is the General Staff position that conducts tactical operations, develops the tactical objectives and organization, and directs all tactical resources.  The Staging Area Manager reports direction to the Operations Section Chief.  Resources in the Staging Area are awaiting an operational assignment. They must maintain a state of readiness at all times while in the Staging Area.  Staging Areas should never be used to locate out-of-service resources.  If air resources are assigned to an incident, an Air Operations Branch will be established within the Operations Section.  The Air Operations Branch Director reports directly to the Operations Section Chief.
2. Planning Section Chief (PLANS).  The Planning Section is responsible for gathering and disseminating information and intelligence critical to the incident.  The Planning Section Chief looks beyond the current and next operational period and anticipates potential problems or events.  The Planning Section is responsible for the development and distribution of the Incident Action Plan (IAP).  The Plans Section Chief facilitates the Operational Briefing at the beginning of each new operational period.  Technical Specialists are assigned to the Planning Section and report directly to the Plans Section Chief to provide specific technical information and advice for
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Unit 4 continued…

the IAP.  There is an Intelligence/Investigation function within the Planning Section.  This position collects, analyzes and shares information with agencies that can lead to detection, prevention, apprehension and prosecution of criminal activities.  The Information and Intelligence function may be organized in one of the following ways:  Within the Command Staff, As a Unit within the Planning Section, as a Branch within the Operations Section or as a separate General Staff Section.
3. Logistics Section Chief (LOGS). The Logistics Section Chief is responsible for all support requirements needed to facilitate effective and efficient incident management, including service and support for all incident personnel and resources. Due to span of control, the Logistics Section is divided into two Branches, Service Branch and Support Branch. The Service Branch includes the Communications Unit, Medical Unit and Food Unit.  The Medical Unit is responsible for the development of the Medical Plan, obtaining medical aid and transportation for injured or ill incident personnel.  The Support Branch includes the Supply Unit, Facilities Unit and Ground Support Unit.
4. Finance/Administration Section Chief (FINANCE).  The Finance/Administration Section Chief is responsible for monitoring incident costs and administering any necessary procurement contracts.  The Finance/Administration Section is responsible for handling claims related to property damage, injuries or fatalities at the incident (Compensation/Claims Unit).  There is also a Cost Unit, Time Unit and Procurement Unit.  Not all incidents require activation of the Finance/Administration Section.
· ICS has many standardized tools used to manage an incident. One of the most beneficial tools is the ICS Forms. Each form is numbered and has a specific purpose, a responsible party for completion and distribution list. ICS Form 201 Incident Briefing – contains status information for briefing incoming Incident Commander or team, or other resources.  It serves as the first page of the Incident Action Plan (IAP).  Other commonly used forms are 202 Incident Objectives, 203 Organization Assignment List, 206 Medical Plan, 215A Incident Action Plan Safety Analysis, 211 Check-In, 213 General Message, 214 Unit Log and 221 Demobilization Plan.
UNIT 5 – BRIEFINGS

· Briefings are an essential element to good supervision and incident management.  These short, concise meetings are intended to pass along vital information that will be used specifically by the recipient in the completion of their job. 
· In the ICS, briefings occur at various levels in the organization, with topics that are unique to that level of supervision.  There are Staff-level Briefings delivered to re sources assigned to non-operational and support tacks.  There are Field-level briefings delivered to individual resources or crews assigned to operational tasks 
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Unit 5 continued…

at the incident.  There are Section-level Briefings delivered to the entire Section (example – The Operational Period Briefing). The Operational Period Briefing presents the IAP for the upcoming period to supervisory personnel.  The Planning Section Chief facilitates the Operational Period Briefing.  Each Section Chief presents their incident objectives for the period.  The Safety Officer communications the specific hazards, concerns and mitigation measures, including the Medical Plan.  At the end of the Operational Period Briefing attendees understand the current situation, mission and execution for the operational period, communications, services and support provisions and risk management issues. The Incident Action Plan (IAP) for the operational period is approved by the Incident Commander, who usually presents the overall incident objectives and validates issues of concern.  Technical specialists are also used to present technical information relative to the incident.

UNIT 6 – ORGANIZATIONAL FLEXIBILITY

· ICS is both flexible and standardized.  Standardization does NOT limit the flexibility.  ICS works for small routine operations as well as catastrophic events.  The ICS organization can be expanded easily from a very small size to a larger organization and back to a small organization as often as needed.  The incident organization structure is based on the sixe and complexity of the incident, the specifics of the hazard environment created by the incident and the incident planning process.  The ICS organization structure should include only the functions and positions needed to achieve the incident objectives.
· Organizational elements may be activated in various Sections without the activation of the Section Chief. (The Situation Unit in the Plans Section is activated but the Planning Section Chief position is not filled.  The Situation Unit Leader reports directly to the Incident Commander).
· Things to avoid – do not combine ICS positions to save on staffing.  DO not create unique position titles.
· Resources used in ICS are identified by Kind and Type.  The kind of Resource describes what the resource is – medic, ambulance, bulldozer, helicopter, etc.  The Type of resources describes the size,, capability and staffing requirements of the specific kind of resource.  Typing resources allows managers to make better resource ordering decisions by describing the size, capability and staffing qualifications for a specific resource.  For a structure fire, the Incident Commander would request a Type I fire engine and for a wild land fire a Type III fire engine would be ordered.  For structure protection activities on a wild land fire a Type I engine or Type III engine could be ordered.  Every type of resource has been categorized by Kind and Type by FEMA as a NIMS requirement.
· Incidents are also typed.  Incidents are categorized by five types based on complexity.  Type 5 incidents are the least complex (one or two single resources) and Type 1 is the most complex (500 personnel per operational period and the entire command and general staff activated).  Incident typing is used to order
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Unit 6 continued…

Incident Management Teams (IMTs).  An IMT is made up of the Command and General Staff members. Type 3 teams typically respond throughout a state.  Type 1 and 2 teams typically respond throughout the nation.
UNIT 7 – TRANSFER OF COMMAND

· Transfer of command is the process of moving the responsibility for incident management from one Incident Commander to another.  A transfer of command can take place when:

1. A jurisdiction or agency is legally required to take command.

2. Change of command is necessary for effectiveness or efficiency.

3. Incident complexity changes.

4. There is a need to relieve personnel on incidents of extended duration.

5. Personal emergency.

6. Agency administration/official directs a change in command.

· Upon arrival of a more qualified person, the more qualified person may assume command, maintain command as is, or request a third party to take command.
· Transfer of command should take place face-to-face whenever possible.  The effective time and date of the transfer should be communicated to all personnel who need to know, both at scene and elsewhere.
· The more complex the incident, the more inclusive the face-to-face briefing will be.  If there is a written Incident Action Plan it should be covered in depth.  The incoming Incident Commander should be introduced to members of the Command and General staffs.

END

To receive your certificate of completion on line:  Take the 20 question post-test at http://training.fema.gov/EMIWeb/IS/is200b.asp  Click on “take final exam.”

At the end of the test follow the registration instructions to receive your certificate of completion by email.
