IS 700.A.- NATIONAL INCIDENT MANAGEMENT SYSTEM  -  STUDY GUIDE

UNIT 1 – Course Overview – COURSE OBJECTIVE:  Participants will be able to 

            demonstrate basic knowledge of the NIMS; intent, key concepts and principles

            and components.
UNIT 2 – Understanding NIMS

Intent, key concepts and principles underlying NIMS
· WHAT?  NIMS provides a consistent nationwide template 
· WHO?  To enable Federal, State, tribal and local governments, the private sector and nongovernmental organizations to work together
· HOW?  To prepare for, prevent, respond to, re cover fro m, and mitigate the effects of incidents regardless of cause, size, location or complexity
· WHY?  In order to reduce the loss of life and property, and harm to the environment

· NIMS best practices include a comprehensive, standardized (consistent) framework for Incident Management applicable to full spectrum incidents regardless of cause, size, location or complexity and is based on best practices collected from all levels of responders.
NIMS is a flexible framework of:
· Doctrine
· Concepts
· Principles
· Terminology
· Organizational processes

NIMS is applicable to all hazards in all jurisdictions

NIMS Components:

· Preparedness

· Communications and Information Management

· Command and Management (ICS, Multiagency Coordination Systems and Public Information)

· Ongoing Management and Maintenance

Homeland Security Presidential Declaration (HSPD)-5 requires all Federal Departments and Agencies to adopt NIMS for Federal preparedness assistance (through grants, contracts and other activities)

A guiding principle of NIMS is to provide structure and mechanism to ensure Federal support to states, tribal and local level activities.
NIMS provides a set of standardized organizational structures that improve integration among jurisdictions and disciplines.

NIMS does not specify how resources will be allocated among jurisdictions.
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UNIT 3 – NIMS Preparedness

Concepts and tools to help enhance preparedness:

· Planning
· Procedures and Protocols
· Training and Exercises
· Personnel Qualifications and Certifications
· Equipment Certification
NIMS and the National Response Framework (NRF) are designed to ensure incidents are managed at the lowest level first.
The NRF is a guide to how the Nation conducts all-hazards response. It builds upon the NIMS coordinating structures to align key roles and responsibilities, and links all levels of government, non-governmental organizations and the private sector.
Elected Officials will not take the role of Incident Command or direct tactical operations.  They should understand laws and regulations within their jurisdiction, and have the ability to communicate and support the on-scene command.

Mutual Aid and Assistance Agreements are mechanisms to quickly obtain

            emergency assistance in the form of personnel, equipment, materials and 

other associated services.


Exercises should:

· Include multidiscipline, multijurisdictional incidents

· Include private sector and nongovernmental organizations

· Cover all aspects of preparedness plans, processes and procedures for activating local, intrastate and/or interstate mutual aid and assistance agreements and

· Contain a mechanism for incorporating corrective actions and lessons learned.
Credentialing involves an objective evaluation and documentation of an individual’s competency and or proficiencies.
Mitigation efforts (pre-disaster) reduces the loss of live and property, minimizes damage to the environment from natural or manmade disasters, helps avoid or lessen the impact of a disaster, and impedes the cycle of disaster damage, reconstruction and repeated damage.  
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UNIT 4 – Communications and Information Management

Communications Systems need to be:

· Interoperable-able to communicate within and across agencies and jurisdictions.

· Reliable-able to function in the context of any kind of emergency.

· Portable-built on standardized radio technologies, protocols and frequencies.
· Scalable-suitable for use on small or large scale as the incident needs dictate. 
· Resilient-able to perform despite damaged or lost infrastructure.
· Redundant-able to use alternate communications methods when primary systems go out.

Flexible communications and information systems provide for communications

            flow of accurate information to promote effective decision making.

Common terminology uses plain English language to allow personnel from

            different agencies to work together.
Interoperability is the ability of emergency management/response personnel 
to interact and work well together.

UNIT 5 – NIMS Resource Management

Resources include personnel, equipment, supplies and facilities.  When an
            incident occurs, standardized procedures are used to:

· Identify resource requirements

· Order and acquire resources, and

· Mobilize resources

The standardized approach for managing resources is used before, during and after an incident.  This standardized approach is based on the underlying concepts:

· Consistency-provides a consistent method for identifying, acquiring, allocating and tracking resources.

· Standardization-classification of resources to improve the effectiveness of mutual aid/assistance agreements.

· Coordination-to facilitate the integration of resources for optimal benefit.

· Use-of all available resources from all levels of government, nongovernmental organizations and the private sector as appropriate.

· Information Management-integrates elements into its organizations, processes, technologies and decision support.

· Credentialing-criteria to ensure consistent training, licensing and certs.
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UNIT 5 continued
The demobilization planning process should begin as soon as possible to facilitate accountability of resources.
Standardized resource tracking:
· Provides a clear picture of where resources are located.

· Helps staff prepare to receive resources.

· Protects the safety and security of personnel, equipment and supplies.

· Enables resource coordination and movement.

· Is continuous from mobilization through demobilization.

Resource recovery and demobilization involves the final disposition of all resources, including those located at the incident site and at fixed facilities.  Demobilization is the orderly, safe and efficient return of incident resources to their original location and status.  Resources include both nonexpendable resources such as personnel and durable equipment, and expendable resources such as water, food, fuel and other one-time use supplies.

Reimbursement provides a mechanism to recoup funds expended for incident-specific activities.  Preparedness Plans, Mutual Aid and Assistance Agreements should specify reimbursement terms and arrangements for:

· Collecting bills and documentation.

· Validating costs against the scope of the work.

· Ensuring that proper authorities are secured.

· Using proper procedures/forms and accessing any reimbursement software programs.

Inventory systems are used in resource management to assess the availability of assets by jurisdiction.  Inventory data should be maintained current and available to communications/dispatch centers within the Multiagency coordination System.

Resources are identified by:

· Resource Category-identifies the most useful function of the resource. 

· Kind of Resource-describes what the resource is (paramedic, helicopter)

· Type of resource-describes the size, capability and staffing qualifications.

UNIT 6 – NIMS Command and Management

There are three elements of Command and Management:

· Incident Command System

· Multiagency Coordination System

· Public Information
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UNIT 6 continued

Command and Coordination.  Command is the act of directing, ordering, or controlling by virtue of explicit statutory, regulatory or delegated authority at the field level.  Coordination is the process of providing support to the command structure and may include incident prioritization, critical resource allocation, communications system integration and information exchange.

NIMS prompts the use of ICS for every incident or scheduled event.  Using ICS on all incidents helps home and maintain skills needed for the large-scale incidents.

ICS best practices helps to ensure:

· The Safety of responders and others.
· The achievement of tactical objectives.

· The efficient use of resources.
(It should be noted that this IS 700.A. NIMS course is not a training program for the Incident Command System)
An Incident Action Plan (IAP) established the overall incident objectives, strategies and tactics.  The IAP can be written or oral.
The Incident Commander is responsible for all incident activities, including the development of strategies and tactics, and ordering and releasing of resources.  It is the only position that is always staffed in ICS applications.
The Public Information Officer (PIO) is responsible for interfacing with the public, media and/or with agencies with incident related information requirements.  The PIO is a member of the Command Staff and reports directly to the Incident Commander.

The General Staff consists of incident management personnel that are organized by function.  They include:

· Operations Section Chief

· Planning Section Chief

· Logistics Section Chief

· Finance/Admin Section Chief

The Operations Section Chief is responsible for direct management of all incident related tactical resources.
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UNIT 6 continued

The use of Unified Command enables all agencies with responsibility, to manage an incident together by establishing a common set of incident objectives and strategies.

Area Command is an organizational structure that has line authority to oversee management of multiple incidents being handled by separate Incident Command organizations

Multiagency Coordination System (MACS) is a system that provides the architecture to support:
· Coordination for incident prioritization

· Critical resource allocation

· Communications systems integration, and

· Information sharing

A Multiagency Coordination System IS NOT A FACILITY or physical location, rather, a MACS includes all components involved in managing events or incidents, and may include:

· On-scene command structure and responders

· Resource coordination centers

· Coordination entities/groups

· Emergency Operations Centers

· Dispatch 
Public Information consists of processes, procedures and systems to communicate timely, actuate and accessible information on the incident’s cause, size and current situation to the public.  Public information must be coordinated and integrated across jurisdictions, agencies and organizations; among Federal, State, tribal, local governments, non-government organizations and the private sector, and includes messages about:

· Lifesaving measures

· Evacuation routes

· Threat and alert system notices

· Other public safety information

The Public Information Officer (PIO) coordinates through the Joint Information Center (JIC), an interagency entity established to coordinate and disseminate information for the public and media concerning an incident.  JICs may be established locally, regionally or nationally, depending on the magnitude of the incident.
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UNIT 7 – Additional Resources and Summary

Ongoing Management and Maintenance.  HSPD-5 required the Secretary of

            Homeland Security to establish a mechanism for ensuring the ongoing

            management and maintenance of NIMS.  The Secretary established:

· The National Integration Center (NIC) and

· The NIMS Resource Center

The NIC serves as an asset for governmental agencies, nongovernmental organizations and the private sector that are implementing NIMS.  The NIC is responsible for the following functions:
· Administration and Compliance

· Standards and Credentialing

· Training and Exercise Support

· Publication Management

The NIMS Resource Center is a website that provides information on NIMS.  The website is www.fema.gov/nims. 
(Detailed information about the NIC is covered in the IS 800.B. course)

END
To receive your certificate of completion on-line:  Take the 20 question post-test at http://training.fema.gov/EMIWeb/IS/is700a.asp   Click on “take final exam.”
At the end of the test, follow the registration instructions to receive your certificate of completion by email.  

